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Cybercrime Act 2015
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PART 1 — PRELIMINARY

Short title

Commencement

Interpretation

Jurisdiction

Admissibility of electronic evidence

PART 2 — OFFENCES

Illegal access

Illegal interception

Illegal data interference

Data espionage

Illegal system interference

Making, selling, distributing or possessing software or device for committing
a crime

Computer-related forgery

Computer-related fraud
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Solicitation of children
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Identity-related crimes
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Failure to permit assistance
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Initiating electronic communication to intimidate, etc
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PART 3 — PROCEDURAL LAW
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Expedited preservation

Partial disclosure of traffic data
Collection of traffic data
Interception of content data
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Section Title
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Cybercrime Act 2015

TABLE OF AMENDMENTS

The Cybercrime Act 2015 No 14 was certified and commenced on 12 May 2015 (GN
No 244/2015; Gaz 61/2015).

Amending Legislation Certified Date of Commencement

Revised Written Laws Act 2021 No 7 1 June 2021 1 June 2021
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